
 
 
  

 
Medical Device Cybersecurity:  

Lessons Learned and Strategic Recommendations 
Webinar: March 13 at 2 PM 

 
Medical device security continues to be an area of confusion and extreme concern for healthcare 
organizations. It is estimated that the average vulnerability rate per medical device is 6.2 and that 
as many as 60 percent of medical devices in a single hospital are running end-of-life operating 
systems.   
 
John Gomez, CEO of Sensato Cybersecurity Solutions and Founder of the Medical Device 
Cybersecurity Task Force (MDCTC), will discuss the results from over several dozen medical 
device cybersecurity assessments, and applicable recommended strategies. Simply stated, the 
recommendations are based on five critical safeguards that provide a foundation for a healthcare 
organization to develop and evolve its tactical and strategic medical device security framework. 
 
This webinar will include the following objectives: 
 

• Gain insight into the key findings related to medical device security and the associated 
strategic recommendations 

• Develop a tactical and strategic foundation for medical device security 
• Understand the five key critical safeguards for medical device security. 

 
About Sensato - Sensato is a top 500 cybersecurity innovator located in Red Bank, New Jersey. 
Founded in 2013, Sensato provides risk assessment, penetration testing, security operations, 
executive guidance and software to its fans. Primarily focused on healthcare, Sensato also works 
with the government, Department of Defense, finance and critical infrastructure industries. Visit 
http://www.sensato.co.  
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